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**Testing for Client-side**

Client-side SQL injection occurs when an application uses the Web SQL Database technology without properly validating the input or parameterizing its query variables. This database is manipulated through the use of JavaScript (JS) API calls like an open database (), which creates or opens an existing database.

Please click on this URL to perform this lab <http://wstg.alnafi.com/>